**Fine-grained authorizations with OSM (30’)**

In this exercise, you must make sure that each namespace is restricted to itself in terms of traffic. Workloads inside a namespace can interact with others inside the same namespace and cannot go to internet. To test this exercise, create 2 namespaces with a busybox and an API each. Make sure that each namespace’s busybox can talk only to its corresponding API and not to the other namespace’s API.

Tips:

* You will one global policy
* You will need to work with namespace-level policies